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1
Decision/action requested

The group is proposed to discuss and agree on proposed text.
2
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3
Rationale

There are many use cases have been addressed in TR 28.801, this documents try to provide way forward for the study.
Use cases for network slice instance can be grouped into the following categories: 
1. Network Slice Instance(s) lifecycle management

2. Network Slice Instance(s) fault management

3. Network Slice Instance(s) performance management

4. Network Slice Instance(s) configuration management

5. Network Slice Instance(s) policy management

6. Other Network Slice Instance(s) management use cases

i. Customer Service support with network slicing
1. Management support for network slicing

2. Management support to provide a customer's service request using a Network Slice Instance

3. Provide network slice as a service with guaranteed quality of service

ii. Multiple operator coordination management
1. Management support to facilitate UE roaming between Network Slice Instances in different administrative domains

2. Create an end-to-end Network Slice Instance across multiple operators

iii. Automation of the network slice management
1. Automated reconfiguration of a Network Slice Instance

2. Automated optimization of a Network Slice Instance

3. Automated healing of Network Slice Instance

iv. Management data isolation
1. Management data isolation with shared AN or shared CN network functions

2. Management data isolation when Network Slice Instance is shared by multiple customers

v. Management exposure

1. Limited level of management exposure for multiple Network Slice Instances

Use cases for slice subnet instance can be grouped into the following categories:
7. Network Slice Subnet Instance(s) lifecycle management

8. Network Slice Subnet Instance(s) fault management

9. Network Slice Subnet Instance(s) performance management

10. Other Network Slice Subnet Instance(s) management use cases

i. Automation of the network slice subnet management
1. Automated optimization of a Network Slice Subnet Instance

2. Automated healing of a Network Slice Subnet Instance

There are following requirements have been addressed in TR 28.801:

1. Network Slice Management requirements

· General requirements

· Network slice lifecycle management

· Network slice fault management

· Network slice performance management

· Network slice configuration management

· Network slice policy management

· Network slice automated reconfiguration

· Network slice automated optimization

· Network slice automated healing

2. Network slice subnet management requirements

· General requirements

· Network slice subnet lifecycle management

· Network slice subnet fault management

· Network slice subnet performance monitoring

· Network slice subnet configuration management

· Network slice subnet automated optimization
· Network slice subnet automated healing
There are following solutions have been addressed in TR 28.801:
· Solution options for Network Slice Instance creation across multiple operators

· Making a service request with commonly agreed service types and attributes for service provision automation

· Network Slice Instance performance alarms monitoring

· Creating a Network Slice Instance to support communication service

· Modifying a Network Slice Instance

· Terminating a Network Slice Instance

· Management support to facilitate UE roaming between Network Slice Instances in different administrative domains

Mapping of the use cases and solutions:
	Use case categories
	Potential requirements
	Potential Solutions

	Network Slice Instance(s) lifecycle management


	Addressed
	Some solutions are addressed in:
“Creating a Network Slice Instance to support communication service /

Modifying a Network Slice Instance/
Terminating a Network Slice Instance”

	Network Slice Subnet Instance(s) lifecycle management
	Addressed
	

	Network Slice Instance(s) fault management
	Addressed
	Some solutions are addressed in:
Network Slice Instance performance alarms monitoring

	Network Slice Subnet Instance(s) fault management
	Addressed
	

	Network Slice Instance(s) performance management
	Addressed
	Need contribution

	Network Slice Subnet Instance(s) performance management
	Addressed
	

	Network Slice Instance(s) configuration management
	Addressed
	Need contribution


	Network Slice Instance(s) policy management
	Addressed
	Need contribution

	Customer Service support with network slicing
	Addressed
	Some solutions are addressed in:
Making a service request with commonly agreed service types and attributes for service provision automation



	Multiple operator coordination management
	addressed
	Solution options for Network Slice Instance creation across multiple operators
Management support to facilitate UE roaming between Network Slice Instances in different administrative domains”

	Automation of the network slice management
	addressed
	Need contribution

	Automation of the network slice subnet management
	addressed
	

	Management data isolation
	addressed
	Need contribution

	Management Exposure
	addressed
	Need contribution


4
Detailed proposal
We propose to keep higher priority on the requirements for the following aspects for the study:

· Multiple operator coordination management
· Network Slice (Subnet) Instance(s) lifecycle management
· Network Slice (Subnet) Instance(s) fault management
· Network Slice (Subnet) Instance(s) performance management
· Network Slice (Subnet) Instance(s) configuration management

· Network Slice (Subnet) Instance(s) policy management

· Automation of the Network Slice (Subnet) Instance (s) management
· Management data isolation
· Management Exposure
	End


